
 

Privacy Policy 
to visitors and quote requesters on the website 

www.salontecheuropecom 
 

 

Contents:  

About Data Protection 3 

1. Name of the service provider, data controller: 3 

2. Definitions 5 

3. Basic principles of data processing 6 

4. The scope of data processed 6 

5. Key data processing information 7 

Newsletter 7 

Sending an e-mail 8 

Sending a message using the request for quote template 9 

Sending a message using the WIx chat application 10 

Cookies 11 

Social media sites 13 

Google Analytics 13 

6. Data security measures 14 

7. Purpose of the processing 15 

8. Persons/entities with access to the data, data processors 15 

9. Responsibility of the data processor 15 

10. Rights relating to data processing 16 

Right to request information 16 

Right to rectification 16 

Right to erasure 16 

Right to blocking 16 

Right to object 16 

Legal remedies with regard to data processing 16 

11. Laws and regulations on which data processing is based 17 

12. Available legal remedies 17 

13. Information on threats to privacy 17 

14. Important websites 17

http://www.salontecheurope.com/
http://www.salontecheurope.com/
http://www.salontecheurope.com/


 

About Data Protection 

The operator of www.saloontecheurope.com hereby informs visitors of the website about its personal data 

processing practices, the technical and organisational measures taken to protect data, and the rights of 

visitors in relation thereto as well as about the way those rights can be exercised. 

 

During the operation of the website, the service provider/data controller manages the data of persons 

requesting quotes on the site in order to be able to provide them with appropriate services. 

The service provider intends to fully comply with the legal requirements for the processing of personal 

data, in particular the provisions of Regulation (EU) 2016/679 of the European Parliament and of the 

Council. 

This Privacy Notice has been prepared based on Regulation (EU) 2016/679 of the European Parliament 

and of The Council on the protection of personal data of natural persons, also with respect to Act CXII of 

2011 on Informational Self-determination and Freedom of Information. 

1. Name of the service provider, data controller: 

 

Name / company name:  

 Vitee bt   

Registered office: 
 

 

8230, Balatonfüred, Batsányi utca 2 

Tax number: 
    

  22578138219 

 

Registration number:    19 06 508966 

 

Website name and address: www.salontecheurope.com 

Access to the Privacy Policy: 

 

 

 
Data Controller’s contact details: 

 

Name: Vitee Kereskedelmi és Tanácsadó Betéti 
Társaság 

 

Registered office: 
 

 

8230, Balatonfüred, Batsányi utca 2 



 

Mailing address: 
 

1135 Csata utca 25, doorbell number 200, 
ground floor, courtyard, SalonTech  

E-mail: 
info@salontecheurope.com 

Phone number: 
+36 30 559 88 50 

 



 

 

 

 

Storage provider: 
 

Name / company name: Nextserver Kft. 

 

Registered office: 
6722 Szeged, Mérey utca 12. 

 

Tax number: 
22797610206 

 

Mailing address: 
6722 Szeged, Mérey utca 12. 

 

E-mail: 
info@nextserver.hu 

 

Phone number: 
 +36 1 445 1300 

 

 

Privacy Policy 

https://www.nextserver.hu/privacy-policy/ 

 

 
Newsletter provider: 

 

Name / company name: The Rocket Science Group, LLC 

Registered office: The Rocket Science Group, LLC 

675 Ponce de Leon Ave NE 

Suite 5000 

Atlanta, GA 30308 USA 

Mailing address: The Rocket Science Group, LLC 

675 Ponce de Leon Ave NE 

Suite 5000 

Atlanta, GA 30308 USA 

E-mail: info@mailchimp.com 

Privacy Policy https://mailchimp.com/legal/privacy/ 

mailto:info@mailchimp.com


 

s



 

2. Definitions 

- GDPR (General Data Protection Regulation) means the new Data Protection Regulation of the 

European Union 

 

- 'processing' means any operation or set of operations which is performed on personal data or on 

sets of personal data, whether or not by automated means, such as collection, recording, 

organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure 

by transmission, dissemination or otherwise making available, alignment or combination, 

restriction, erasure or destruction; 

 

- ‘processor’ means a natural or legal person, public authority, agency or other body which 

processes personal data on behalf of the controller” 

 

- ‘personal data’ means any information relating to an identified or identifiable natural person (data 

subject); an identifiable natural person is one who can be identified, directly or indirectly, in 

particular by reference to an identifier such as a name, an identification number, location data, an 

online identifier or to one or more factors specific to the physical, physiological, genetic, mental, 

economic, cultural or social identity of that natural person; 

 

- 'controller' means the natural or legal person, public authority, agency or other body which, alone 

or jointly with others, determines the purposes and means of the processing of personal data; where 

the purposes and means of such processing are determined by Union or Member State law, the 

controller or the specific criteria for its nomination may be provided for by Union or Member State 

law; 

 

- ‘consent of the data subject’ means any freely given, specific, informed and unambiguous 

indication of the data subject's wishes by which he or she, by a statement or by a clear affirmative 

action, signifies agreement to the processing of personal data relating to him or her” 

 

- ‘personal data breach’ means a breach of security leading to the accidental or unlawful 

destruction, loss, alteration, unauthorised disclosure of, or access to, personal data transmitted, 

stored or otherwise processed; 

 

- ‘recipient’ means a natural or legal person, public authority, agency or another body, to which 

personal data is disclosed, whether or not it is a third party. Public authorities which may receive 

personal data in the framework of a particular inquiry in accordance with Union or Member State 

law shall not be regarded as recipients; the processing of those data by those public authorities 

shall be in compliance with the applicable data protection rules according to the purposes of the 

processing 

 
- ‘third party’ means a natural or legal person, public authority, agency or body other than the data 

subject, controller, processor and persons who, under the direct authority of the controller or 

processor, are authorised to process personal data.



 

3. Basic principles of data processing 

The Controller declares that it processes personal data in accordance with the provisions of the 

privacy notice and complies with the provisions of the relevant laws, with particular attention to 

the following:  

 
 

 

Personal data must be processed lawfully, fairly and in a transparent manner in relation to the data subject. 

Personal data shall be collected for specific, explicit and legitimate purposes only. 

The purpose of the processing of personal data must be appropriate and relevant and limited to the extent 

necessary. 

The personal data collected must be accurate and kept up to date. Any inaccurate personal data must be 

erased immediately. 

Personal data must be stored in such a way that it should enable the identification of the data subject only 

for the necessary time. Personal data may only be stored for a longer period if such storage is required for 

archiving in the public interest, or for scientific and historical research purposes or for statistical purposes. 

Personal data shall be processed in a manner that ensures appropriate security of the personal data, 

including protection against unauthorized or unlawful processing and against accidental loss, destruction 

or damage, using appropriate technical or organisational measures. 

The principles of data protection should apply to any information concerning any identified or identifiable 

natural person. 

 

 
4. The scope of data processed 

During the visit to the website, the starting and ending time of the user's visit and, in certain cases 

depending on the settings of the user's computer, the type of the browser and the operating system used 

may be automatically recorded. From this data, the system generates statistical reports automatically. The 

operator does not link this data with any personal data. When logging in, the website sends a session ID, 

which is automatically deleted when you leave the page. 

 

The data provided for using the website are processed with the user's voluntary consent. 

 

You can find the list of data automatically saved by the website www.salontecheurope.com and entered 

during registration here: 

 

Cookies 

 

- Identification of the page visited 

 

Session cookies

http://www.salontecheurope.com/


 

- There are cookies that are essential for the operation of the Website and some of its functions, such 

as navigation on the Website. These are called session cookies. These cookies do not collect 

information about the User that could be used to identify the User (personal data); that could be 

used for marketing purposes; or that would remember which other websites or subpages of the 

Website you have visited. These are created when you enter the website and are stored on the 

server, and they are automatically deleted when you close the browser window or completely exit 

the browser. 

 

 

 

 
 

5. Key data processing information 

The Service Provider stores and processes data on its own computer, with the exception of the database 

used for sending its newsletters. 

 

 
  

 

 

Sending an e-mail 

If you send us an e-mail, we will get at least your e-mail address, but in certain cases (e.g. request for a 

quote) it is essential to enter your name and e-mail address. This qualifies as personal data processing. 

We store the relevant personal data in the list of incoming letters in our computer's mail client for at least 

one year, or until such time as you request the permanent deletion of these letters containing personal data 

through any of our published contact details. 

By sending us an e-mail, you accept our privacy policies. 

Purpose of data processing: To provide additional services and keep contact. 

The legal basis for data processing during registration: Your consent. 

Persons affected by data processing: persons sending e-mails. 

Duration of the processing: Until withdrawal of consent to data processing. You can withdraw your 

consent to data processing at any time by sending a letter to our contact e-mail address.



 

Data erasure: occurs when consent to data processing is withdrawn. 

You can withdraw your consent to data processing at any time by sending a letter to our contact e-mail 

address. 

Entities authorized to access the data: the data controller. 

Data storage method: electronic. 

Modification or deletion of personal data can be initiated by e-mail, phone or letter using the contact 

options provided above. 

Providing personal data is absolutely necessary for identification and for keeping contact. 
 

 
 

Scope of the processed 

data 

Concrete purpose of data processing 

Name Vitee bt 

E-mail info@salontecheurope.com 

 

 

 

 Sending a message using the request for quote template 

The purpose of data processing is for the visitor to conveniently send a message (e-mail) to the operator 

of the website using the contact form, without having to use a mail client. The operator of the website can 

only respond to messages and inquiries if it has the relevant contact information. 

The legal basis for data processing: Your consent. 

Persons affected by data processing: Visitors sending messages from the website. 

Duration of the processing: Until withdrawal of consent to data processing. You can withdraw your 

consent to data processing at any time by sending a letter to our contact e-mail address. 

Erasure of data: It occurs when consent to data processing is withdrawn. You can withdraw your 

consent to data processing at any time by sending a letter to our contact e-mail address. 

Entities authorized to access the data: the data controller. 

Data storage method: electronic. 

Modification or deletion of personal data can be initiated by e-mail, phone or letter using the contact 

options provided above. 

Providing personal data is absolutely necessary for identification in the databases and for keeping 

contact.  
 
 

Scope of the processed 

data 

Concrete purpose of data processing 

Name Vitee bt 

E-mail info@salontecheurope.com 



 

 

Date of registration Technical information operation. 

IP address Technical information operation. 

 

You consent to data processing by accepting the pop-up cookie that appears when loading the website. 

As a data subject, you can object to the processing of your personal data, in this regard you are entitled to 

the procedures according to the privacy policies detailed above and this notice, as well as the relevant laws 

described in the notice. 

 

 
 Cookies 

Cookies are placed on the user's computer by the websites visited and they contain information such as 

page settings or login status. 

 

 
Cookies are therefore small files created by visited websites. By saving browsing data, they improve user 

experience. With the help of cookies, the website remembers the website settings and offers locally 

relevant content. 

The service provider's website sends a small file (cookie) to the computer of website visitors in order to 

determine the fact and time of the visit. The service provider informs the website visitor about this.  

In order for this website to function properly, comfortably and in a personalised manner, we need to place 

so-called cookies i.e. small data files on your computer. 

Upon opening the website, visitors of the website can see a cookie notice in the bottom of the page, which 

on the one hand provides information on the fact of the use of cookies, and on the other hand classifies the 

cookies used into four main categories, three of which (recommended, statistical and marketing) can be 

checked separately to accept or reject them. These settings can be changed at any time. 

 

 
What are cookies? 

Cookies are small text files that the website stores on the computer or mobile device of the user visiting 

its pages. With the help of cookies, the website remembers your actions and personal settings for a certain 

period of time (e.g. user name, language, font size and other individual settings related to the appearance 

of the website, e.g. so that the pop-up window for accepting cookies is not loaded every time you visit our 

site). Thus you don't have to enter them again every time, or constantly click through annoying pop-ups 

when you return to our website or surf between our sub-pages. 

 

 
What are cookies used for? 

Cookies make it possible to identify the device used by the user for browsing, and thus to display relevant 

and convenient-to-use content tailored to the user's needs. Cookies make browsing easier, faster and more 

convenient for the user. At the same time, they can also be used to create certain - anonymous - statistics 

which provide valuable information (traffic statistics) to social media and internet advertising agencies 

regarding the user's site usage habits. With the help of the statistics obtained in this way, we can develop 



 

the structure and content of our website according to the needs of our visitors, all anonymously. Therefore, 

cookies do not store any personal data about our website visitors, they exclusively identify your 

computer/device and certain settings and browsing habits. 

  

Neither the website nor its owner stores any personal data about you, they cannot identify you. The cookies 

that identify you are located on your computer which our website queries when you visit our website. 

IMPORTANT You can disable cookies in your browser after which neither our website nor other 

websites will be able to send cookies to your computer. (see details below) 

How do we use cookies? 

The purpose and characteristics of the various cookies are detailed below. 

YSC/VISITOR_INFO1_LIVE - YouTube embedded videos: to collect anonymous statistics about 

embedded YouTube videos and evaluate the performance of embedded videos on our website. Two 

different external cookies are involved in data collection: one is persistent (VISITOR_INFO1_LIVE), the 

other is session-based (YSC). Both cookies are controlled by YouTube (i.e. external cookies). 

eu_cookie_consent - Cookie use agreement: to record whether you have allowed us to use cookies on this 

website. 

PREF/khcookie/NID – Googlemap embedded: these cookies are used by Google to remember the 

preferences and information provided by the user when viewing pages containing Google Maps. Three 

different cookies are involved in data collection, all three are externally controlled; two are persistent and 

the third is session-based. 

 

 
You do not necessarily have to allow these cookies for the website to work but they can significantly 

improve your user experience. You can delete or disable cookies at your discretion, but in this case some 

elements of the website may not work properly. 

 

 
The information stored by cookies is never used to identify you personally. Cookies are used exclusively 

for the purposes described here. 

 

 
Maintenance of cookies 

You have the option to manage and/or delete cookies as you wish. For information about this, please, visit 

AllAboutCookies.org . You can delete all cookies stored on your computer and disable their installation 

in most browsers. 

Persons affected by data processing: the visitors of the website. The purpose of data processing is to 

provide additional services, identify and track visitors. 

The legal basis for data processing: The user's consent is not required if the use of cookies by the service 

provider is absolutely necessary. 

Scope of the data processed: unique identification number, time, settings.

http://allaboutcookies.org/


 

The user has the option to delete cookies from the browser at any time in the Settings menu. 

Controllers authorized to access the data: The Controller is not deemed to process personal data by 

using cookies. 

Data storage method: electronic. 

 

 
 Social media sites 

Social media sites are media tools where messages are distributed through the users of social media. Social 

media uses the internet and online publishing opportunities to turn users from content recipients into 

content editors. 

Social media is the platform of online applications where the content created by users can be found, for 

example Facebook, Google+, Twitter, Pinterest etc. 

Social media may take the following forms: public talks, performances, presentations, information on 

products or services. 

The information published in the social media may take the following forms: forums, blog entries, 

images, video and audio material, newsfeed, e-mails etc. 

Based on the above, in addition to the user’s personal data, the set of processed data may also include 

their public profile picture. 

Data subjects: all registered users. 

The purpose of data collection is to promote the website or a related website. The legal ground for data 

processing is the data subject’s consent. 

Duration of data processing: according to the regulations that can be viewed on the relevant social media 

site. 

Deadline for erasing data: according to the regulations that can be viewed on the relevant social media 

site. Persons/entities authorized to access the data: according to the regulations that can be viewed on the 

relevant social media site. 

Rights related to data processing: according to the regulations that can be viewed on the relevant 

social media site. Data storage method: electronic. 

It is important to note that when a user uploads or submits any personal data, they give the operator of the 

social media site a worldwide license to store and use the relevant content. Therefore, it is very important 

to make sure that the user has full authorization to disclose the information submitted. 

 

 
Google Analytics 

Our website uses Google Analytics. 

Google Analytics compiles a report about the habits of website users for its customers based on internal 

cookies. 



 

Google uses the information to evaluate the way users use the website on behalf of the website operator. 

As an additional service, it generates reports related to website activity for the website operator so that it 

can provide additional services. 

The data is stored on Google's servers in an encrypted format in order to prevent any misuse of the data or 

make it difficult. 

Google Analytics can be blocked as follows: Quote from the relevant page: 

Users who do not want Google Analytics JavaScript to generate a report on their data can install the Google 

Analytics Opt-out Browser Add-on. This add-on prevents Google Analytics JavaScript (ga.js, analytics.js, 

and dc.js) from sending information to Google Analytics. The browser add-on can be used in most modern 

browsers. The Google Analytics Opt-out Browser Add-on does not prevent data from being sent to the 

website itself and other internet analytics services. 

https://support.google.com/analytics/answer/6004245?hl=hu 

Google’s privacy guidelines: https://policies.google.com/privacy?hl=hu 

Detailed information on the use and protection of data is available at the links above. 

About data protection in detail: 

https://ssl.gstatic.com/policies/privacy/pdf/20180525/853e41a3/google_privacy_policy_hu_eu.pdf 

 

 

6. Data security measures 

The Controller takes utmost care in processing and storing personal data. 

 

The Controller operates the website www.salontecheurope.com on the server of the hosting service 

provider identified in Section 1. 

 

Based on the contract between the Controller and the Hosting Service Provider, the Hosting Service 

Provider is responsible for the storage and security of the data stored on the server, and shall proceed in 

accordance with the provisions of its own Privacy Policy (see reference in Section 1, Hosting Service 

Provider). 

 

 

Regardless of the protocol (e-mail, web, ftp, etc.), electronic messages transmitted over the Internet are 

vulnerable to network threats that can lead to dishonest activities or the disclosure or modification of 

information. To protect against such threats, the Controller takes all the necessary precautions. However, 

the Internet is not 100% secure, as it is known to users. The Controller shall not be liable for any damage 

caused by indefensible attacks that take place despite taking reasonably expected precautions.

https://support.google.com/analytics/answer/6004245?hl=hu
https://policies.google.com/privacy?hl=hu
https://ssl.gstatic.com/policies/privacy/pdf/20180525/853e41a3/google_privacy_policy_hu_eu.pdf
https://ssl.gstatic.com/policies/privacy/pdf/20180525/853e41a3/google_privacy_policy_hu_eu.pdf


 

7. Purpose of the processing 

The purpose of data processing is to ensure standing contact between registered users using the website's 

services and the data controller, and to conduct opinion polls. 

 

The date of the visit and the type of the browser and operating system are recorded solely for statistical 

purposes. 

 

The data controller shall not use your personal data for any purpose other than those expressly specified. 

The data so provided are managed with the user's voluntary consent. 

 

The Controller treats all user-related data and facts confidentially and uses them solely for the purpose of 

developing its services, selling advertising spaces as well as for its own surveys and statistics. Any 

statistics made of the data will be published in such form which does not enable identification of any 

individual users. 

 

 
 

8. Persons/entities with access to the data, data processors 

The personal data provided by the user can be accessed by the Controller and the operator of the website. 

 

The Controller transfers personal data to third parties only with the prior and informed consent of the User. 

It does not apply to data disclosures that may be required by the relevant laws. 

 

The Controller is entitled and obliged to disclose all available and lawfully stored personal data to the 

relevant authorities the disclosure of which is required by a law or by a final authority order. 

 

The Controller shall not be liable for the consequences of such data transfer. 

 

 
 

9. Responsibility of the data processor 

The Controller does not check the personal data submitted to it. The person providing the personal data 

shall be solely responsible for the correctness of the same. By providing their e-mail address, the User 

warrants that only he or she will use the service from the given e-mail address. With regard to this 

warranty, the User registering a specific e-mail address shall be solely liable for all log-ins from such e-

mail address. If the User does not provide their own personal data, they are obliged to obtain the consent 

of the data subject.



 

10. Rights relating to data processing 

Right to request information 

You may request information through the provided contact details on what legal basis, for what data 

processing purpose, from what source and for how long your data is being processed by us. Upon your 

request, we will send the relevant information to the e-mail address you provided without delay, but within 

30 days at most. 

Right to rectification 

You may request us to modify any of your data via the contact details provided. Upon your request, we 

will act on this immediately, but within 30 days at the most, and we will send the relevant information to 

the e-mail address you provided. 

Right to Erasure 

You may request through the provided contact details that your data be erased. Upon your request, we will 

do this immediately but within 30 days at most, and send the relevant information to the e-mail address 

you provided. 

Right to blocking 

You may request through the provided contact details that your data be blocked. The blocking shall last 

as long as the reason you provided for blocking your data exists. Upon your request, we will do this 

immediately but within 30 days at most, and send the relevant information to the e-mail address you 

provided. 

Right to object 

You may object to the data processing through the provided contact details. We will examine your 

objection within 15 days after its submission, decide whether the objection is founded, and notify you of 

our decision by e-mail. 

Legal remedies with regard to data processing 

In the case of any illegal data processing that you may have experienced, please notify us so that we can 

restore the lawful status within a short period of time. We will do everything we can to resolve the reported 

issue according to your interest. 

 
 

If, in your opinion, the lawful status cannot be restored, you can notify the authority of this at the 

following contact details: 

National Authority for Data Protection and Freedom of Information Mailing address: 1530 

Budapest, Pf.: 5. Address: 1125 Budapest, Szilágyi Erzsébet fasor 22/c Phone number: +36 

(1) 391-1400 

Fax: +36 (1) 391-1410 

mail: ugyfelszolgalat (at) naih.hu URL https://naih.hu 

coordinates: 47°30’56” N; 18°59’57” E



 

11. Laws and regulations on which data processing is 

based 

- REGULATION (EU) 2016/679 OF THE EUROPEAN PARLIAMENT AND OF 

THE COUNCIL (of 27 April 2016) on the protection of natural persons with regard 

to the processing of personal data and on the free movement of such data, and 

repealing Directive 95/46/EC (General Data Protection Regulation). 

 

 

- Act CXII of 2011 on the Right of Informational Self-Determination and on Freedom 

of Information 

 

- Act LXVI of 1995 on the Protection of Public Documents, Public Archives and 

Private Archive Materials. 

 

- Government Decree No. 335/2005 (XII.29.) on the general requirements of 

document management at public administrative bodies. 

 

- Act CVIII of 2001 on Certain Issues of Electronic Commerce Activities and 

Information Society Services 

 

 
 

12. Available legal remedies 

If you feel that the owner of www.salontecheurope.com has violated your right to protect 

your personal data, you can file your claim with a civil court, or contact the Hungarian 

National Authority for Data Protection and Freedom of Information 

(www.naih.hu/kapcsolat.html). 
 

 

13. Information on threats to privacy 

The use of the Internet entails various threats to privacy. 

 

Please note that your opinion published on the website is considered personal data, suitable 

for deriving information on your specific data including your origin or political views. Such 

data may become accessible to anyone. 

 

It is therefore recommended to use PET technology (Privacy Enhancing Technology) in 

order to protect your personal data. You can find relevant information on many websites. 

 
 

14. Important websites 

Privacy enhancing technologies 

 

http://www.naih.hu/kapcsolat.html
http://www.naih.hu/kapcsolat.html


 

● Privacy Enhancing Technologies 

● Free Privacy Enhancing Technologies 
 

Data protection information 

 

● National Authority for Data Protection and Freedom of Information 

 

 

                   

http://www.cdt.org/
http://wizards-of-os.org/index.php?id=554&amp;L=3
http://www.naih.hu/
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